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MEMORANDUM FOR All U.S. Army Installation Management Command 
(IMCOM) Personnel 

SUBJECT: Policy Memorandum - IMCOM Enterprise Web (IEW) User Policy 

1. References.

a. Army Regulation 25-1, Army Information Technology, 15 July 2019

b. Army Regulation 25-2, Army Cybersecurity, 4 April 2019

c. Army Regulation 530-1, Operations and Signal Security, 26 September 2014

d. Army Regulation 360-1, Army Public Affairs Program, 8 October 2020

e. DA Pam 25-1-1, Army Information Technology Implementation Instructions, 15
July 2019 

2. Purpose. To establish, implement, and sustain HQ IMCOM Public Affairs (PA)
centralized standard procedures and ensure IEW users are properly trained and vetted
to operate in accordance with HQ IMCOM IEW policy and to reflect applicable Federal
laws, Executive Orders, directives, regulations, policies, standards, and guidance.

3. Applicability. This policy applies to all personnel assigned to or under the operational
control of IMCOM or using the IEW public facing website or applications.

4. Policy.

a. The IEW program directly supports Army priorities and mission readiness.

b. Garrison Commander/Manager will appoint, using the memorandum format
supplied by HQ IMCOM, an IEW Garrison Web Manager (GWM} to serve as the 
garrison's and the HQ IMCOM PA's primary point of contact for Garrison site issues. 
Every Garrison will provide a GWM memorandum to HQ IMCOM PA no later than 60 
days after each change of command or the assignment of a new GWM. The Garrison 
Commander will ensure their GWM aligns with and supports the IEW User Policy. 

c. All GWMs must complete required training and are responsible for overseeing the








