DEPARTMENT OF THE ARMY
INSTALLATION MANAGEMENT COMMAND PACIFIC
HEADQUARTERS, UNITED STATES ARMY GARRISON DAEGU
UNIT #15746
APO AP 96218-5746

AMIM-DAO (100) 0CT 05 203

MEMORANDUM FOR All Personnel Assigned or Attached to Area 1V, Daegu
Installation

SUBJECT: United States Army Garrison (USAG) Daegu Commander Policy Letter #02,
Operations Security (OPSECQC)

1. References:
a. AR 25-55, Freedom of Information Act Program, 19 Oct 20.
b. AR 360-1, The Army Public Affairs Program, 8 Oct 20.
c. AR 381-12, Threat Awareness and Reporting Program, 1 Jun 16.

d. AR 530-1, Operations Security, 26 Sep 14.
e. Installation Management Command Operations Security Program, 23 Jan 17.

f. Army in Korea Regulation 530-1, Operations Security (OPSEC), 1 July 16.

2. This policy applies to USAG Daegu Soldiers/KATUSAs, DAC Employees,
Contractors, Local National Employees, and Family Members.

3. OPSEC protects sensitive and/or critical information from adversary observation and
collection in ways that traditional security programs cannot. While these programs, such
as Information Assurance (IA), protects classified information, they cannot prevent all
indicators. It also determines when that information may cease to be critical in the
lifespan or an organization’s specific operation.

4. OPSEC awareness and execution is crucial to USAG Daegu success. OPSEC is
applicable to all personnel, missions and supporting activities on a daily basis. OPSEC
denies adversaries information about friendly capabilities, activities, limitations, and
intentions that adversaries need to make competent operational decisions. It applies to
all USAG Daegu activities and is required during training, sustaining, mobilizing,
preparing for, and conducting operations, exercises, tests or daily activities.

5. Securing classified information is well understood and enforced. However, everyone
must understand that sensitive unclassified information needs protecting and denied to our
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adversaries. Small bits of information are fused together to reveal a larger picture. USAG-
Daegu Critical Information List (CIL) is unclassified information that needs protecting from
unauthorized disclosure. See your local OPSEC officer or the DPTMS to obtain a copy of
the CIL.

6. USAG Daegu Soldiers/KATUSAs, DAC Employees, Contractors, Local National
Employees, and Family Members, must protect both classified and sensitive
unclassified information that potentially be exploited by our adversaries. We must make
OPSEC a priority and integrate OPSEC practices into our daily activities.

7. The successful enforcement of OPSEC procedures will prevent serious injury and
possibly death of USAG Daegu members; damage to our key infrastructures; or loss of
critical technological capabilities.

8. Punishment can occur when military personnel who fail to comply with these orders,
directives, or policies as violations of a lawful order under Article 92 of the Uniform Code of
Military Justice (UCMJ) or under other disciplinary, administrative, or other actions as
applicable.

9. Personnel not subject to the UCMJ who fail to protect critical and sensitive
information from unauthorized disclosure may be subject to administrative, disciplinary,
contractual, or criminal action.

10. Point of contact for this memorandum is the USAG Daegu, DPTMS OPSEC Officer,

at 763-6684.
D F. HENNING
COL, CA

Commanding



