DEPARTMENT OF THE ARMY
US ARMY INSTALLATION MANAGEMENT COMMAND
HEADQUARTERS, UNITED STATES ARMY GARRISON, FORT BELVOIR
9820 FLAGLER ROAD, SUITE 213
FORT BELVOIR, VIRGINIA 22060-5928

AMIM-BV-IM 8 August 2024

MEMORANDUM FOR All Fort Belvoir Garrison Directorates and Staff Elements

SUBJECT: Fort Belvoir Policy Memorandum # 15, Acquisition of Information
Technology (IT) Hardware, Software and Services.

1. REFERENCES.
a. Army Regulation 25-1 Information Management, 15 July 2019.

b. DODI! 8170.01 Online Information Management and Electronic Messaging, dtd
02JAN19

c. (U) IMCOM OPORD 19-025, Federal Information Security Modernization Act
(FISMA)
Compliance and Network Readiness, dtg 011530ZMAR19 (U).

d. (U) IMCOM OPORD 20-008: Installation Management Command (IMCOM)

Personal Identifiable
Information (PIl) Containment and Mitigation Plan, dtg 231900Z0OCT2019 (U).

2. PURPOSE. To provide guidance on requirements and procedures for IT
management and acquisition.

3. APPLICABILITY. This policy applies to all Garrison Directorates and staff elements.

4. POLICY.

a. ltis essential for the Garrison to have a managed and coordinated acquisition
strategy for IT in order to create an effective and efficient organization that minimizes
risk to the Command and maximizes information age delivery of mission services.

b. All Soldiers and Civilian employees of the Garrison must ensure that IT
hardware, software and services are acquired and implemented using the procedures
defined by the IMCOM, Army Material Command, Department of the Army and the
Department of Defense.

¢. This policy applies to the procurement of IT services, hardware or software
regardless of funding source or appropriation. It applies to contracts, service level
agreements, partnerships, intergovernmental service agreements as well as
Government Purchase Card (GPC) purchases. No Garrison employee will direct or
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approve of the purchase of IT equipment or services, including web services, without an
approved Information Technology Approval System (ITAS) memorandum.

d. No IT or property that utilizes IT shall be accepted or transferred from an Army or
DoD material developer unless it has an active Authority to Operate (ATO) from an
appointed Authorizing Official.

e. Additional procedures for implementing this policy are provided by the IMCOM
ClO/G6 as required. Procedures are published as part of the annual command
guidance posted on the IMCOM G3 SharePoint site.

5. PROPONENT. The Information Technology Office is the proponent for this policy at

(571) 644-8050.
BAVID J. STEWART

COL, EN
Commanding



